**Future work skills als sleutel voor smart public safety?**

**Sociale veiligheid in slimme steden**

De decentralisatie biedt gemeenten en regio’s kansen om maatschappelijke vraagstukken integraal aan te pakken. Daaraan wordt dan ook sedert een aantal jaren volop gewerkt. Digitalisering, zeker in de vorm van data-uitwisseling, krijgt daarbij veel aandacht. Tegelijkertijd staat de wereld niet stil: data stromen versnellen, het aantal mobiele devices groeit exponentieel naar aantal en capaciteit, de openbare ruimte raakt volledig doordrongen met digitale devices en datastromen.

Een belangrijk deel van die openbare ruimte, zeker in de beleving van kwetsbare gebruikers ervan zoals ouderen en schoolgaande jeugd, is er daardoor niet veiliger op geworden. We spreken veel over smart cities, maar hoe zorgen we dat deze bevolkingsgroepen hierin als eerste worden meegenomen? En hoe zorgen we dat deze groepen niet worden meegezogen in nieuwe vormen van illegaliteit, dat ze zich onttrekken aan het openbare leven? Een reëel probleem. Een extra uitdaging voor future work skills ligt in de omgang met vraagstukken van verruwing, criminalisering en radicalisering.

Er liggen een aantal oplossingsrichtingen in het verschiet. Daarbij zijn future work skills zeker een sleutel, in ieder geval langs drie lijnen.

Een eerste sleutel ligt bij het verantwoord experimenteren met digitale middelen in het sociale veiligheidsdomein. Onze gemeente organisatie is naar structuur, cultuur en competenties van professionals niet toegerust op innovatie met digitale technologie. Alle visie operaties en ambities om regie ‘terug te geven aan de burger’ ten spijt. Hier ligt een nadrukkelijke taak voor beroepsopleidingen. Maar gezien de snelheid van veranderingen is dat niet toereikend. Er moet ruimte geboden, maar ook geclaimd en georganiseerd worden, om verantwoord te experimenteren.

Een andere sleutel ligt in de nieuwe openingen die de netwerksamenleving biedt. Het werken met digitale middelen in netwerken met professionals, maar ook met burgers, stelt fundamentele eisen. Het gaat niet alleen om knoppenwijsheid, het gaat bijvoorbeeld om rolvastheid. Het binnentreden in digitale netwerken levert voordelen, maar ook problemen op. Jongeren bijvoorbeeld verliezen het vertrouwen in professionals als ze het ene moment benaderd worden via social media om ‘in verbinding te blijven’ en het volgende moment door diezelfde gemeente of politieteam via social media worden opgespoord.

Een derde sleutel is die van het daadwerkelijk centraal stellen van de ‘reis van de burger’. In de wereld van marketing en (digitale) gemeentelijke dienstverlening een bekend begrip. Een precaire uitdaging waar het gaat om het domein van sociale veiligheid. Tijdens die ‘reis’ gaan kwetsbare burgers die gevoelig zijn voor bijvoorbeeld frauduleus gedrag bepaalde grenzen passeren en ook weer terug keren.

Het veiligheidsdomein is vaak nog niet volledig in beeld in de gemeentelijke digitalisering. Juist in dit domein wordt duidelijk dat het onderscheid tussen de fysieke en virtuele wereld niet bestaat. Daarom moet het veiligheidsdomein een brandpunt worden in het gemeentelijk digitaal domein. Het staat buiten kijf dat er noodzaak is om m.b.v. digitale middelen de kwaliteit van informatievoorziening voor interventies te borgen. Maar het is ook een vereiste dat bijvoorbeeld professionals in het sociaal domein kennis hebben van veiligheidsvraagstukken en van de vroege – vaak digitaal te detecteren – signalen daarvan. Niet uitsluitend als escalatie waarop je pas intervenieert als het niet anders meer kan.

Future work skills in het veiligheidsdomein moeten gericht zijn op samenwerking in ketens en netwerken met digitale middelen. Waarbij, als we focusseren op leren in de praktijk, reflectie in en op samenwerking in netwerken centraal staan. Een ambitie die een belangrijke bouwsteen vormt in het realiseren van sociale veiligheid in slimme steden.
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